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Standard Text for Quotation Work

Basis of bid
The purpose of tendering is to define for the operator of an installation the technical equipment which will ensure the most reliable operation and compatibility with future project requirements. This implies all-round openness and flexibility, based on a standard technology with general validity.
To enable to meet this aim satisfactorily, minimal requirements for the automation system are set out below. 

The automation system must cover all devices and functions defined in accordance with DIN ISO 16484. Functional components are presented as separate items on the specification below.
Compliance with the guidelines is mandatory and must be confirmed by providing details in the appropriate sections of the questionnaire.
The omission of details will lead to exclusion from the contract allocation procedure.
Proof of receipt
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1. Instrumentation, control and 
   automation devices
For life cycles longer than 15 years and high reliability, automation devices should be of an industrial quality according to IEC standard 61131-2. 

By the use of a controller (CPU) in the automation system and depending on the performance class, a wide variety of central digital and analogue interface modules (I/O level), it must be possible, to implement up to 1024 physical data points while maintaining full functional scope. 
The entire I/O level must be designed so that faulty or withdrawn modules will not hinder the remaining I/O level in its operation, or even lead to a system failure. 
The materials used for mounting in the control cabinet (e.g. DIN rails, clamps) must not influence operational safety, reliability or standards.

Modules are specified in accordance with I/O level requirements. A wide variety of function modules are available for this purpose. 
The flat or low construction of these modules saves space and allows flexibility to mount the I/O level according to local circumstances.

The use of commercially available remote I/O modules enables the system to be expanded across standard interfaces, like CAN, TCP/IP or Profibus. 

For a wide variety of communications tasks, it is mandatory that a CPU in the automation system should have the following interfaces on-board as standard: 
· Ethernet
· USB

· RS-232/485/422

· Optionally, it must be possible to implement at least 2 interface modules for additional serial ports.
Every CPU must have a commercially available, plug-in battery to safeguard the user program and data for up to 3 years. 

The automation device must provide sufficient memory space for the storage of the documentation, the applications and the user guide.

In addition, every CPU must have up to 1MB of internal working memory. This working memory must be expandable to 4GB. 

This is achieved with a flash interface (max. 4MB) and standard SD cards (max. 1GB), which must be available on one or more CPU slots.

2. Communication and network
The efficient networking of complex infrastructures requires powerful, inter-plant functions and components in the automation system. 

It must be possible via a virtual private network (VPN) to integrate the automation system network with its full functional scope for various communications tasks in intranet or internet.

Such integration may take the form of a VPN tunnel via DSL, ISDN, GPRS, or analogue dial-up.

For this purpose, the automation system must have the following IP protocols:

· HTTP (Hyper Text Transfer)
· FTP (File Transfer Protocol)

· DHCP (Dynamic Host Configuration)

· PPP (Point to Point)

· DNS (Domain Name System)
· SNTP (Simple Network Time)

· SMTP (Simple Mail Transfer)

· SNMP (Simple Network Management)

For automation system communications from management level down to field level, the following common, commercial protocols and bus specifications must be provided on the CPU for any combination as desired:
· BACNet/IP (BTL certified as B-BC) 
· CAN

· DALI

· EnOcean

· KNXnet/IP  (EIBnet/IP)

· LON/IP
· M-Bus (energy meter)

· MOD-Bus TCP/RTU/ASCII
· MP-Bus (Belimo)

· MPI (Siemens) 

· N2-Bus (JCI)

· OPC

· P-Bus (Siemens PRU / PRV)

· Profibus DP/FMS

· S-Bus (SBC)

The CPU must have an integral web server with standardized CGI interface.

It must be possible to access all the CPU’s resources and operating functions from standard web services.
3. Control/monitoring/visualization
Control and monitoring must be possible beyond the limits of the system. Proprietary HMI control systems are therefore not permitted in new installations. The control application must be located on the internal web server of the relevant CPU.

The control application must include the following functions:

· Full graphic interface

· Alarm handling

· Trend display
· Email transmission with attachments up to 1MB
For editing web pages with all dynamic contents, the manufacturer must offer a tool that can be used without knowledge of HTML syntax or programming skills.
For local operator guidance, a touch-compatible web panel must be provided. It must be assignable to CPUs as required. The number and size of associated displays (3,5“– 15“ in VGA /SVGA resolution) must be adapted to local requirements.

To allow for integration within  existing systems that have no industrial Ethernet technology, the web panel must have the following on-board specifications:

· TCP/IP, USB, RS232/485

· PS2 / SPI port

Optional:

· Web / FTP server

· Optional browser

· Logic controller as gateway to existing proprietary bus systems.
It must be possible to couple the automation system to a management level via a open database system, whether in-house or commercial. For this purpose, all communications routes described in the preceding section must be available.
4. Operation and maintenance
The operation, maintenance and maximum reliability  Should be assured without highly qualified technical staff. This allows for fast, independent service interventions making use of generally applicable software standards and without special tools. 

The requirement for isolated, pluggable modularity in the automation system guarantees ease of expansion, maintenance, and exchange of individual modules.

Therefore, the user program, including all system configurations, must be loadable by plugging in a backup flash, even without a programming tool. 

Through the latest IT technology, the visualization must be displayed as web pages. Whichever web servers are integral to the CPUs can be accessed with a freely available, graphical web browser (e.g. Micro-Browser, Internet Explorer, FireFox, other freeware). 

In this way, the normal, commercial EDP system will have access to any operating system.

Data should be exchanged with the automation system across the appropriate, integral FTP server. Cost-free, standard software tools, like FileZilla, are adequate for this task. With the help of the file system, all user programs, web applications for HMI, recipes, trend data (Excel format .csv) and every type of document (e.g. pdf) can be stored directly on all available memory media of the relevant controller.

All safety-relevant system states can be transmitted with any required attachments up to 1MB directly from the file system to one or more recipients, using the PLC’s integral email client.
For safety reasons, a complete, up-to-date project backup of the automation system must always be stored on the controller’s memory. Via the CPU’s relevant FTP server, the operator must be able to call up this password protected data at any time.

It must be possible to change the battery without a tool and without opening up the CPU. In addition, the storage of program and data must be guaranteed by another permanent medium for at least 8 hours.
5. Expandability
It must be possible to include future requirements regarding energy consumption, standards, protocols, new technologies, etc. within the automation system without having to change whole controllers in the automation system. This guarantees a high level of future protection for the investment.
User programs must therefore be compatible upwards, downwards and laterally with newer, older or other series and systems, whose capacity may be greater or smaller.
It must be possible to download programs across all the previously specified standard interfaces. For this purpose, an interpreter converts hardware-independent application programs into hardware-dependent machine code. Existing modular systems are therefore easily expandable and can be processed with the latest version of the programming tool. 

To handle data with standard, commercial .NET or YESVA-compatible Windows, Linux, or MAC applications, it must be possible to use the CGI interface for web-compatible access to the automation system via HTTP or FTP.

If desired, all engineering tools for servicing and expanding the system configuration must be made freely accessible to the operator. 

The necessary training expenditure must be agreed beforehand.
Infrastructural installations must therefore be engineered for efficiency and comfort. 
For this purpose, appropriate software tools and editors are provided to support the creation of applications by users who do not have extensive knowledge of programming.
All automation objects (e.g. pumps) and automation templates (e.g. heating circuits) are consistent across all levels for programming, setting parameters, operation, monitoring and management. 

This procedure ensures that data points are only generated once and that system parts can be reproduced as often as required.
This considerably reduces engineering expenditure and error rates.

Accordingly, tools have the following features:

· Symbols and resources with automatic group addressing and clear text assignment
· Function blocks for all common, basic functions and types of arithmetic (binary, integer and floating point)

· Function libraries for special applications, like optimization technology, email/ SMS transmission, trend logging, file system 

· Automation library for common HEAVAC applications, e.g. heating/cooling circuits, ventilation, boiler plant
· Control objects and graphical objects are adaptable in 2/3D visual effects
· Complete installation images are adaptable for common HEAVAC applications 

· Creation and editing of user’s own function blocks, libraries and objects
6. Questionnaire
The following mandatory questionnaire must be completed truthfully. Please strike through anything that does not apply. 
A [NO] will NOT automatically lead to exclusion from the procedure.
Have the automation devices been produced in compliance with IEC standard 61131-2 and are they freely programmable?

[YES]
[NO]
Has the automation system been constructed in a modular, pluggable way and is it expandable?


[YES]
[NO]

Will missing or faulty I/O modules not lead to a system failure?


[YES]
[NO]

When changing the battery, is data protected at least for a further 8 hours by an additional permanent medium?

[YES]
[NO]

Can the system configuration and user program be loaded using a backup flash, without the programming tool?


[YES]
[NO]

Is there an universal user software available and compatible for all old, present and future series of the automation system?


[YES]
[NO]

Does the CPU’s internal operating system have:
HTTP server?

[YES]
[NO]
SMTP client? 

[YES]
[NO]

FTP server? 

[YES]
[NO]

SD flashcard? 

[YES]
[NO]

File system? 

[YES]
[NO]

CGI functionality? 

[YES]
[NO]

Can the automation system be fully integrated into intranet/internet?


[YES]
[NO]

Are more than 5 different bus protocols available for each CPU?


[YES]
[NO]

Does the automation system make exclusive use of proprietary HMI control concepts?


[YES]
[NO]
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